
Ruang Lingkup Pendampingan Cyber Security Awareness meliputi :  

 
1. Seminar Security Awareness Service: Advanced Phishing Attacks, Attacks Extensive 

Training, 
2. Workshop Training Security Awareness 

 
Dalam pelaksanaannya termasuk juga adalah: 
 

• Campaign: • Java-based attacks • PDF-based attacks • File-based attacks • Ransomware 
simulation attacks •Credential Harvesting •Hyperlink attacks 
 

• Feature LMS : • Reputation-Based e-Learning • End user Training Portal • Awareness 
Education Diploma • e-Learning Authoring Toolkit • Rich Media Awareness Training 
• Training Library (Bahasa Indonesia ) • Static Training Support • Offline Training 
Support • Microlearning Modules • Video Customization • Mobile-Responsive Format 
• Video Import/Export • Dynamic Training Hints 
 

• Training Library (bahasa indonesia) : • Mobile Security Awareness • Wi-Fi Security • 
Avatar Presented: Social engr. and security tips • Physical Security • Password Security 
• Business E-mail Compromise • Advanced: All about Microsoft 365 • Physical Security 
• Classic Design: Phishing Awareness Training • Phishing Awareness • Malware 
Awareness • Social Engineering • Social Media • Mobile Security • Phishing Puzzle 
(Emails) • Classic Design: Phishing, Spoofing & CEO Fraud • Classic Design: Password 
Security • Advanced: Physical Security • Advanced: Phishing Course • Advanced: 
Password Course • Advanced: Malware Course • 7 Security Tips • Guided Course: Data 
Protection Regulation (GDPR) • Guided Course: Comprehensive Security Course 

 


